
·ARTICLE 13
Additional Protection for Transmission of Special Categories of Personal

Data

1. Personal data revealing racial or ethnic origin, political opinions or religious
or other beliefs, trade union membership or concerning health and sexual
life may only be provided if they are particularly relevant to the purposes of
this Agreement, and as long as this provision is allowed by the Parties'
national laws.

2. The Parties, recognizing the special sensitivity of the aboye categories of
personal data, shall take suitable safeguards, in particular appropriate
security measures , in order to protect such data.

ARTICLE 14
Limitation on processing to protect personal and other data

1. Without prejudice to paragraphs 3 and 4 of this Article, each Party may
process data obtained under this Agreement:

a. for the purpose of its criminal investigations;

b. for preventing a serious threat to its public security; or

c. in its non-criminal judicial or administrative proceedings directly related to
investigations set forth in subparagraph (a).

The Parties shall not use the data obtained under this Agreement other than
for the purposes set forth in this paragraph without the prior written consent
of the Party that has transmitted the data.

2. The Parties shall not communicate data provided under this Agreement to
any third State, international body or private entity without the previous
written consent of the Party that provided the data and without the
appropriate safeguards.

3. The Party supplying data may, in compliance with its national law, impose
conditions on a case by case basis on the use that may be made of such
data by the receiving Party. If the receiving Party accepts the data, it shall
be bound by any such conditions.

4. Generic restrictions with respect to the legal standards of the receiving Party
for processing personal data may not be imposed by the supplying Party as
a condition to providing data under paragraph 3 of this Article.

5. A Party may conduct an automated query of the other Party's fingerprint or
DNA files under Articles 4 or 8, and process data received in response to
such a query, including the commun ication whether or not a hit exists, solely
in order to:

a. establish whether the compared DNA profiles or fingerprint data match;



b. prepare and submit a follow-up request for assistance in compliance with
national law, including the legal assistance rules, if those data match; or

c. conduct record-keeping , as required or permitted by its national law.

6. The Party administering the file may process the data supplied to it by the
querying Party during the course of an automated query in accordance with
Articles 4 and 8 solely where this is necessary for the purposes of
comparison, providing automated replies to the query or record-keeping
pursuant to Article 16. The data supplied for comparison shall be deleted
immediately following data comparison or automated replies to queries
unless further processing is necessary for the purposes mentioned under
this Article, paragraph 5, subparagraphs (b) or (c).

ARTICLE 15
Correction, blockage and deletion of data

1. At the request of the supplying Party, the receiving Party shall be obliged to
correct, block, or delete, consistent with its national law, data received under
this Agreement that are incorrect or incomplete or if its collection or further
processing contravenes this Agreement or the rules applicable to the
supplying Party.

2. Where a Party becomes aware that data it has received from the other Party
under this Agreement are not accurate , it shall take all appropriate measures
to safeguard against erroneous reliance on such data, which shall include in
particular supplementation, deletion , or correction of such data.

3. Each Party shall notify the other if it becomes aware that material data it has
transmitted to the other Party or received from the other Party under this
Agreement are inaccurate or unreliable or are subject to significant doubt.

ARTICLE 16
Documentation

1. Each Party shall maintain a record of the transmission and receipt of data
communicated to the other Party under this Agreement. This record shall
serve to:

a. ensure effective monitoring of data protection in accordance with the
national law of the respective Party;

b. enable the Parties to effectively make use of the rights granted to them
according to Articles 15 and 19; and

c. ensure data security.

2. The record shall include:

a. information on the data supplied;



b. the date of supply; and

c. the recipient of the data in case the data are supplied to other entities.

3. The recorded data shall be protected with suitable measures against
inappropriate use and other forms of improper use and shall be kept for two
years. After the conservation period the recorded data shall be deleted
immediately, unless this is inconsistent with national law, including
applicable data protection and retention rules.

ARTICLE 17
Data Security

1. The Parties shall ensure that the necessary technical measures and
organizational arrangements are utilized to protect personal data against
accidental or unlawful destruction , accidental loss or unauthorized
disclosure, alteration, access or any unauthorized form of processing . The
Parties in particular shall reasonably take measures to ensure that only
those authorized to access personal data can have access to such data.

2. The implementing agreements or arrangements that govern the procedures
for automated querying of fingerprint and DNA files pursuant to Articles 4
and 8 shall provide:

a. that appropriate use is made of modern technology to ensure data
security and protection;

b. that encrypt ion and authorization procedures recognized by the
competent authoritles are used when having recourse to generally
accessible networks; and

c. for a mechanism to ensure that only permissib le queries are conducted.

ARTICLE 18
Transparency - Providing information to the data subjects

1. Nothing in this Agreement shall be interpreted to interfere with the Parties'
legal obligations, as set forth by their respective laws, to provide data
subjects with information as to processing of their personal data.

2. Such information may be denied in accordance with the respective laws of
the Parties, including if providing this information may jeopardize:

a. the purposes of the processing;

b. investigations or prosecutions conducted by the competent authorities of
the Parties; or

c. the rights and freedoms of third parties.



ARTICLE 19
Information

Upon request, the receiving Party shall inform the supplying Party of the
processing of supplied data and the result obtained. The receiving Party shall
ensure that its answer is communicated to the supplying Party in a timely
manner.

ARTICLE 20
Relation to Other Agreements

Nothing in this Agreement shall be construed to limit or prejudice the
provisions of any treaty , other agreement, working law enforcement
relationship , or nationallaw allowing for information sharing between the
Parties.

ARTICLE 21
Consultations

1. The Parties shall consult each other regularly on the implementation of the
provisions of this Agreement.

2. In the event of any dispute regarding the interpretation or application of this
Agreement, the Parties shall resolve the dispute through consultations.

ARTICLE 22
Expenses

Each Party shall bear the expenses incurred by its authorities in
implementing this Agreement. In special cases, the Parties may agree on
difterent arrangements.

ARTICLE 23
Termination of the Agreement

This Agreement may be terminated by either Party with three months'
notice in writing to the other Party. The provisions of this Agreement shall
continue to apply to data supplied prior to such termination.



·ARTICLE 24
Amendments

1. The Parties shall enter into consultations with respect to the amendment of
this Agreement at the request of either Party.

2. This Agreement may be amended by written agreement of the Parties at any
time.

ART ICLE 25
Entry lnto force

1. Th is Agreement shall enter into force , with the exception of Articles 8
through 10, on the date of signature.

2. Art icles 8 through 10 of this Agreement shall ente r into force following the
conc lusion of the implementing agreement(s) or arrangement(s) referenced
in Art icle 10 and on the date of the later note completing an exchange of
diplomatic notes between the Parties indicating that eaeh Party is able to
implement those articles on a reciprocal basis. This exchange shall occur if
the laws of both Parties permit the type of DNA screening contemp lated by
Articles 8 through 10.

Done at Buenos Aires City, Argentina, this 23rd day of March, 2016, in duplicate,
in the Spanish and English languages. In the event of a discrepancy between
the English and Spanish language texts , the English text shall prevail.
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